TRAINING RESOURCES
Many books, websites, associations, and companies serve as sources of training. However, this list offers initial help for executives and other staff members. 
International Association of Chiefs of Police
The International Association of Chiefs of Police hosts the Law Enforcement Cyber Center, https://www.iacpcybercenter.org/, which offers valuable resources for chiefs, investigators, and prosecutors. Funded by the U.S. Department of Justice (DOJ), the website also interconnects with the National White Collar Crime Center (NW3C), Police Executive Research Forum, Canadian Association of Chiefs of Police, and U.S. Office of the Director of National Intelligence’s Information Sharing Environment.
National White Collar Crime Center 
NW3C also provides significant training resources for digital forensics, both online and in person, as well as technical support to police departments for case-related issues at https://www.nw3c.org/. It also sponsors and oversees the Certified Cyber Crime Examiner designation, which attests to demonstrated competence in digital forensics and follows a comprehensive test and application process. For additional information, visit https://www.nw3c.org/certifications.
U.S. Department of Justice
DOJ has sponsored research and publications that cover various issues involving digital forensics. While some are dated, they still provide excellent starting points for executives and managers with little technical background. Agencies can access these resources for free.
· Electronic Crime Scene Investigation: A Guide for First Responders, Second Edition, https://nij.ojp.gov/library/publications/electronic-crime-scene-investigation-guide-first-responders-second-edition
· Forensic Examination of Digital Evidence: A Guide for Law Enforcement, https://www.ncjrs.gov/pdffiles1/nij/199408.pdf
· Investigative Uses of Technology: Devices, Tools, and Techniques, https://www.ncjrs.gov/pdffiles1/nij/213030.pdf
· Investigations Involving the Internet and Computer Networks, https://www.ncjrs.gov/pdffiles1/nij/210798.pdf
· Digital Evidence in the Courtroom: A Guide for Law Enforcement and Prosecutors, https://www.ncjrs.gov/pdffiles1/nij/211314.pdf
National Consortium for Justice Information and Statistics
Another valuable resource is The National Consortium for Justice Information and Statistics, which provides webinars, publications, and other resources to law enforcement on digital forensics topics at https://www.search.org/solutions/high-tech-crime-investigation/. It also hosts the ISP List, an often-updated repository of contact information for a wide range of technology companies, Internet service providers, cable companies, banks and other financial institutions, and many other potential sources of electronic evidence.
Federal Law Enforcement Training Center
For state and local police agencies, the Federal Law Enforcement Training Center, https://www.fletc.gov/, offers computer and digital forensics courses on topics spanning from initial response to acquisition. 
· Basic Incident Response to Digital Evidence 
· Introduction to Digital Evidence Analysis 
· Digital Evidence Acquisition Specialist Training 
· Macintosh Forensics Training Program 
· Seized Computer Evidence Recovery Specialist 
· Mobile Device Investigations Program 
· Cyber Incident Response and Analysis 
· Digital Evidence Collection in an Enterprise Environment 
U.S. Secret Service
The U.S. Secret Service sponsors the National Computer Forensics Institute, https://www.ncfi.usss.gov, which offers courses for first responders, examiners, prosecutors, and judges. These cover computer forensics, digital device forensics, and social network investigations.

